
November 2010                       INTEGRATED TRAVEL MANAGER 
        USER ACCESS REQUEST FORM 
 
All users must be entered in the NOAA Staff Directory prior to requesting access to the Commerce Business Systems 
applications.  Submissions and updates to the NOAA Staff Directory can be sent to noaa.staff.directory@noaa.gov. 
 
Date of Request:   
 
Access Requested:       Requested Action: 
 
Employee Type:      Specify: 
 
Requester’s Name:       Office Phone: 
      
Line Office:       E-mail Address: 
 
The user’s signature certifies that they have completed the mandatory IT Security Awareness Course and consent to the 
NOAA CBS Non-Disclosure Agreement for System Access (attached).  The supervisor’s signature certifies that the 
requester is authorized to maintain current access to CBS. 
 
Requester’s Signature:       Date: 
 
Supervisor’s Name:         Office Phone: 
 
Supervisor’s Signature:       Date: 
 

Please select the appropriate user role(s) for the access you require. 
 

ITM USER – Allows user access to ITM 
 
ITM APPROVING OFFICIAL – Allows access to approve travel documents 
 
ITM REVIEWER – Allows access to review travel documents 
 
ITM GROUP ADMINISTRATOR– Allows access to traveler groups. (Requires FMC Travel Coordinator 
Approval)  
 
ITM ROUTING ADMINISTRATOR - Allows access to routing maintenance. (Requires Routing Administrator 
Training Certificate of Completion to be attached to this form* and FMC Travel Coordinator Approval)  
* For Routing Administrator Training, visit the Financial Systems Division Web Page at 
http://www.corporateservices.noaa.gov/~cbs/  or click: CBS Training Schedule 
 
ITM FINANCE OFFICE USER – Allows access to Finance ITM functions.  (Finance Office staff only)  
 
ITMR FINANCE OFFICE USER – Allows access to Finance ITMR functions. (Finance Office staff only)  

 
CBS Line Office & FMC Organization Code:   FMC Travel Coordinator Approval: 
(Required to add users to the correct ITM User Group) 

        Name:  
          
        Signature: 

      For a complete list of all FMC Travel Coordinators, visit the  
     Financial Systems Division Web Page at:  
     http://www.corporateservices.noaa.gov/~cbs/ 

 
Submit signed requests to the Client Services CBS Help Desk via FAX on 301-444-3401. 

If you have any questions, email the Client Services CBS Help Desk at clientservices@noaa.gov or call 
301-444-3400 

FOR OFFICAL USE ONLY 
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Non-Disclosure Agreement for System Access  
Department of Commerce  


National Oceanic and Atmospheric Administration  
Management Analysis and Reporting System (MARS) 


 
As an employee or contractor of the Department of Commerce (DOC) with access to the National Oceanic and 
Atmospheric Administration (NOAA) Management Analysis and Reporting System (MARS), you are required to be 
aware of, and comply with all applicable laws, regulations, not limited to the Privacy Act of 1974, Computer Fraud 
and Abuse Act of 1988, DOC Policy on Password Management, NOAA Information Technology (IT) Security Policy, 
and the NOAA Rules of Behavior. All users must complete the IT Security Awareness Training course every year to 
obtain and/or continue access to NOAA IT resources.  
 
MARS is NOAA-wide management tool, which includes budget and finance information, commitments, and 
personnel information. The MARS system is comprised of a data entry module for commitment tracking, building of 
spend plans, and labor forecasting; in addition to, a reporting module for reporting, querying, and analysis. 
 
The information and data, if disclosed to unauthorized sources, could violate the Privacy Act, OMB M06-16 (PII) 
and/or result in financial loss or adverse legal actions.  
 
I, ____________________________________________ , hereby consent to this agreement in consideration for 
my being granted conditional access containing sensitive but unclassified information, personally identifiable 
information and privacy act information concerning financial, acquisition, travel, human resources, real or personal 
property, budget and other areas. Information may be in the form of system data, files and records, contract data, 
analyses, memos, meeting content, conversations, or any other form. I understand and agree to the following terms 
and conditions:  
 
I will only access, or attempt to access, sensitive but unclassified information systems for which I am granted 
conditional access authorization and have a “need to know/access”.  
 
I will not divulge my password(s) or share them with any other person.  
 
I will not disclose or extract any confidential data, Privacy Act / PII data, employee information, or bureau specific 
sensitive but unclassified information which could adversely affect the Government’s interest or the privacy to which 
individuals are entitled.  
 
I will not use, release, or disclose any sensitive but unclassified information, in any form whatsoever, to any person 
or entity other than authorized individuals without written authorization. Note: Individuals providing services under 
contractual arrangements cannot share information with their company/organization nor with any other external 
individual, corporation, business, or organization.  
 
I will protect sensitive but unclassified information in accordance with the provisions of the Privacy Act, OMB M06-
16 (PII) and other pertinent laws and regulations governing the confidentiality of privileged information. If I become 
aware of any improper use, extract, release or disclosure of Privacy Act / PII data or non-public information, I will 
advise NOAA management and complete the NOAA IT Security Incident Reporting Form as soon as possible. 
Note: Contractors are required to provide a copy of this User Agreement to their employers to ensure that they are 
aware of non-disclosure responsibilities.  
 
I understand that any unauthorized use, release or disclosure of non-public information in violation of this 
agreement may subject me to administrative actions that range from a verbal or written warning, removal of system 
access, reassignment of duties, and/or termination of employment or contract, depending on the severity of the 
violation. 
 


Signed: ____________________________________________Date:____________________________ 
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